
VarScanner app – scans all .var in given directory 
 and generate CSV list of its content for futher analysis

- compiled .exe file attached, ready to use
- source code .py file attached (python 3.10)
- this pdf instruction

---------------------------------------------------------------------------------------------
a) run varScanner.exe or use python to run/compile .py file
---------------------------------------------------------------------------------------------

start the app 
enter path to your vars
yourDriveLetter:\Path

app will confirm how many vars was found 
in given path and its subdirectries.

Press enter to continue….

You will see currently scanned var.

My 1.6TB collection of 23000 vars 
on SSD drive was scanned 
in just under 3 minutes.

Press Enter to continue.. (Close app)

You endup with multiple csv files 
(varScanner_N.csv)
They had to be split… due to excel / libre office
limit of 1 milion lines :)



varScanner_ERRORS.csv
contains .var files that could not be read.
Due to “bad file”

You probably need to download them again.
Or repack it. 

Archive is corrupted.

If you try to open in
you will get an error popup (in winrar)

Now to bread and butter:

Open /Import any of the varScanner_N.csv

Separated by  SEMICOLON

turn out comma was used in filenames
 and screwed up formatting.

Then enable auto filter in any field in the 1st row

Now you can sort/ filter your data.. 
to find anomalies and “treasures” ;)

see below to see what I have found:



Some files are “borrowed” by each Creator, but they are all the same files!  (checksum & filesize match)

3 vars have a copy of the same very large 775MB assetbundle 
which should be extracted and reference created. ;) (work in progress) 

Some vars contains null files, just spam content! 

Remember: filesize is identical BUT Androinz and RealClone are not the same (diff in checksums)
Although they should be compared to double check that! (orange vs green, in pic above)

 HAPPY HUNTING!


